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A SUITABLE SOLUTION FOR EVERY SIZE
We offer our biometric security solutions in different versions. This 

should be determined in advance.

XX 	Is only one room to be secured? Or several floors? 
Maybe even several buildings or locations? 

XX 	How many users should be deposited? 

XX 	Does the data stock have to be managed centrally  
or individually on each terminal device? 

XX 	How is the data transfer carried out? 

UNCONVENTIONAL APPLICATIONS  
FOR BIOMETRIC RECOGNITION SYSTEMS 
In addition to the example scenarios described above, such a 

solution can also be used for rather unconventional applications.

XXVending-Machines: Vending machine for drinks, 
coffee or snacks 

XX Time recording: Attendance and working times logged

REQUEST FREE RECOGNITION SYSTEMS  
FOR REFERENCE PARTNERS 
Apply now with your planned project and with a little luck we will 

provide you with our recognition system free of charge for one 

year. In return, we may name your implementation as a refer-

ence. Please use the contact details given in this brochure.

CONTACT DETAILS
Shuttle Computer Handels GmbH

Fritz-Strassmann-Str. 5 · 25337 Elmshorn · Germany

Telephone: +49 (0)4121 - 476 860 · Email: s.hanemann@shuttle.eu
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HOW DOES BIOMETRIC SECURITY WORK?THE INDIVIDUAL SECURITY SOLUTION BASED ON 
BIOMETRIC RECOGNITION TECHNOLOGY
The collection and use of biometric data has many advantages 

and is also becoming more popular far away from high-securi-

ty areas. Shuttle now introduces a new face recognition solution 

that combines additional security features such as fingerprint, RFID 

technology and Bluetooth beacons. Without having to carry keys 

or access cards, these solutions can, after prior registration, give 

people access to areas inside buildings by scanning their faces, for 

example, or log their presence (time recording). The devices are 

characterized by short detection time, high detection rate, modu-

lar design and fast setup.

FIELDS OF APPLICATION 
Two classic scenarios for using a biometric security solution.

XXAccess guarding to individual rooms or floors
Authorized persons who are to have access to server rooms, ma-

terial and storage rooms or document archives, for example, no 

longer require a key or access card. Face recognition is sufficient. If 

required, fingerprints can also be requested.

XXAdmission control for members
Clubs, fitness studios or spas can also identify their members with-

out an access card and without personnel expenses and reliably 

control admission. All data will be centrally managed and can be 

updated at any time. Positive side effect: No access cards have to 

be produced and issued.

ADAPTED TO YOUR NEEDS  
Shuttle‘s biometric security solutions allow individual adaptations to 

the respective environment and application - similar to the build-to-

order principle (BTO). In contrast to classic out-of-the-box solutions, 

this allows maximum flexibility in software and interface configura-

tion, as well as adjustments to the user interface and communica-

tion between the connected devices.
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